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U.S.C. 3401 et. seq., that the applicable provi-
sions of that statute have been complied 
with as to the [Customer’s authorization, ad-
ministrative subpoena or summons, search 
warrant, judicial subpoena, formal written 
request, emergency access, as applicable] 
presented on [date], for the following finan-
cial records of [customer’s name]: 

[Describe the specific records] 

Pursuant to section 3417(c) of the Right to 
Financial Privacy Act of 1978, good faith re-
liance upon this certificate relieves your in-
stitution and its employees and agents of 
any possible liability to the customer in con-
nection with the disclosure of these financial 
records. 

[Official Signature Block] 

APPENDIX N TO PART 275—OBTAINING 
ACCESS TO FINANCIAL RECORDS 
OVERSEAS 

A. The provisions of 12 U.S.C. Chapter 35 do 
not govern obtaining access to financial 
records maintained by military banking con-
tractors overseas or other financial institu-
tions in offices located on DoD installations 
outside the United States, the District of Co-
lumbia, Guam, American Samoa, Puerto 
Rico, or the Virgin Islands. 

B. Access to financial records held by such 
contractors or institutions is preferably ob-
tained by customer authorization. However, 
in those cases where it would not be appro-
priate to obtain this authorization or where 
such authorization is refused and the finan-
cial institution is not otherwise willing to 
provide access to its records: 

1. A law enforcement activity may seek ac-
cess by the use of a search authorization 
issued pursuant to established Component 
procedures; Rule 315, Military Rules of Evi-
dence (Part III, Manual for Courts-Martial); 
and Article 46 of the Uniform Code of Mili-
tary Justice. 

2. An intelligence organization may seek 
access pursuant to Procedure 7 of DoD 5240.1– 
R. 

3. Information obtained under this appen-
dix shall be properly identified as financial 
information and transferred only where an 
official need-to-know exists. Failure to iden-
tify or limit access in accordance with this 
paragraph does not render the information 
inadmissible in courts-martial or other pro-
ceedings. 

4. Access to financial records maintained 
by all other financial institutions overseas 
by law enforcement activities shall be in ac-
cordance with the local foreign statutes or 
procedures governing such access. 

PART 277—IMPLEMENTATION OF 
THE PROGRAM FRAUD CIVIL 
REMEDIES ACT 

Sec. 
277.1 Purpose. 
277.2 Applicability. 
277.3 Policy. 
277.4 Responsibilities. 

APPENDIX TO PART 277—PROGRAM FRAUD 
CIVIL REMEDIES 

AUTHORITY: 31 U.S.C. 3807. 

SOURCE: 53 FR 39262, Oct. 6, 1988, unless 
otherwise noted. 

§ 277.1 Purpose. 
This part establishes uniform poli-

cies, assigns responsibilities, and pre-
scribes procedures for implementation 
of Pub. L. 99–509. 

§ 277.2 Applicability. 
This part applies to the Office of the 

Secretary of Defense (OSD); the Mili-
tary Departments; the Office of the In-
spector General, Department of De-
fense (OIG, DoD); the Defense Agencies; 
and the DoD Field Activities (hereafter 
referred to collectively as ‘‘DoD Com-
ponents’’). 

§ 277.3 Policy. 
It is DoD policy to redress fraud in 

DoD programs and operations through 
the nonexclusive use of Pub. L. 99–509. 
All DoD Components shall comply with 
the requirements of this part in using 
this new remedy. Changes or modifica-
tions to this part by implementing or-
ganizations are prohibited. Imple-
menting regulations are authorized 
only to the extent necessary to effec-
tively carry out the requirements of 
this part. 

§ 277.4 Responsibilities. 
(a) The Inspector General, Department 

of Defense (IG, DoD), shall establish 
procedures for carrying out the duties 
and responsibilities of the ‘‘inves-
tigating official’’ as outlined in the ap-
pendix of this part. 

(b) The General Counsel, Department of 
Defense (GC, DoD), shall: 

(1) Establish procedures for carrying 
out the duties and responsibilities of 
the authority head, Department of De-
fense, which have been delegated to the 

VerDate Aug<31>2005 09:00 Aug 04, 2008 Jkt 214124 PO 00000 Frm 00649 Fmt 8010 Sfmt 8010 Y:\SGML\214124.XXX 214124rf
re

de
ric

k 
on

 P
R

O
D

1P
C

67
 w

ith
 C

F
R


		Superintendent of Documents
	2014-10-01T16:20:13-0400
	US GPO, Washington, DC 20401
	Superintendent of Documents
	GPO attests that this document has not been altered since it was disseminated by GPO




